


Dear <name>
If your business experienced a cyber-attack would it be able to withstand the financial impact it could cause – including a ransom? Cyber criminals are exploiting the global focus on COVID-19 and the new normal of working from home, infiltrating networks and extorting money. Scams and other cyber activity have cost Australian businesses an estimated $29 billion each year[footnoteRef:1].  [1:  Source: cyber.gov.au- ACSA small business survey report July 2020         www.cyber.gov.au/acsc/view-all-content/news/announcing-acsc-small-business-survey-report 
] 

Should you consider cyber insurance cover for your business?
If you answer ‘yes’ to any one of the following 4 questions, then it’s worth considering cyber insurance.
1. Do you store personal and private customer data?
2. Does your business rely on digital systems or applications to run its business?
3. Does your business rely on online systems to trade and pay bills? 
4. Is your understanding of cyber security ‘average’ or ‘below average’?
[bookmark: _GoBack]If you would like an obligation free quote or if you have any questions about cyber insurance and the type of cover you may need, please contact me on <number>. There are flexible options available depending on your circumstances, which we can discuss. 
I look forward to hearing from you.
<name>


